
CONGRESSIONAL RECORD — Extensions of RemarksE796 May 15, 2012 
Mr. Meyer is an upstanding member of his 

community and a model citizen. During their 
years in Pittsburgh, Mr. Meyer and his wife 
participated in the Council for International 
Visitors, a program that helped recent arrivals 
to the United States acclimate to the local 
community, often hosting dinners at their 
home for visiting professors and 
businesspeople from around the world. Mr. 
Meyer was also active in SHARE, the South 
Hills Association for Racial Equality, and par-
ticipated in many community Holocaust com-
memorations. Following Mrs. Meyer’s passing 
in 2006, Mr. Meyer, together with his sons, en-
dowed the Irma Meyer Memorial Lecture Se-
ries at the West Penn Hospital in order to bet-
ter educate health care providers about end- 
of-life issues. 

Steven Meyer currently resides at the Ra-
leigh, N.C. Heritage Raleigh Brookdale Senior 
Living community in my congressional district, 
where he has assumed an active leadership 
role. He has thrice been elected president of 
the resident’s council, and serves on various 
committees. In his retirement, Mr. Meyer has 
discovered a latent talent for painting and re-
discovered his love for playing the piano. His 
paintings have been exhibited at Raleigh City 
Hall, and he often given piano recitals for fel-
low residents at the Heritage. 

Mr. Speaker and distinguished colleagues, I 
ask you to join me in wishing Steven Meyer a 
happy birthday and best wishes for continued 
health and happiness. 

f 

JEWISH AMERICAN HERITAGE 
MONTH 

HON. LAURA RICHARDSON 
OF CALIFORNIA 

IN THE HOUSE OF REPRESENTATIVES 
Tuesday, May 15, 2012 

Ms. RICHARDSON. Mr. Speaker, I rise 
today to recognize May as Jewish American 
Heritage Month. Jewish community has been 
a vibrant presence in America for over 350 
years and contributed greatly to American his-
tory and culture. The Jewish community has 
tirelessly worked to promote issues that affect 
all Americans, not just members of their own 
community. With a strong commitment to phi-
lanthropy, education, and human and civil 
rights, Jewish Americans have helped shape 
the United States into the beacon of hope and 
equality that it is today. 

Approximately five million of the world’s thir-
teen million Jews live in the United States, 
constituting roughly two percent of the national 
population. Despite these relatively small num-
bers, the Jewish community has made a sub-
stantial impact on protecting America’s prom-
ise of equality. Generations of Jewish Ameri-
cans have pioneered workers’ and civil rights, 
fought honorably in our armed forces, and 
served as a strong model for women’s equal-
ity. 

As we enter into the month of May, we 
should also recognize the 64th anniversary of 
Israel’s founding in May of 1948. The United 
States has always maintained a strong rela-
tionship with Israel and has respected Israel’s 
commitment to democracy and its resilience in 
the face of constant adversity. The Jewish 
community has played an important role in 
fostering this relationship. 

Mr. Speaker, as a representative of one of 
the most diverse districts in the Nation, I firmly 

believe that an appreciation of other cultures 
and religions is what makes our country great. 
I am proud to celebrate Jewish American Her-
itage Month and the wonderful contributions 
the Jewish community has made throughout 
our Nation’s history. 
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HONORING COLONEL PETER B. 
TRAINER AFTER 30 YEARS OF 
SERVICE WITH THE UNITED 
STATES AIR FORCE 

HON. GERALD E. CONNOLLY 
OF VIRGINIA 

IN THE HOUSE OF REPRESENTATIVES 

Tuesday, May 15, 2012 

Mr. CONNOLLY of Virginia. Mr. Speaker, I 
rise today to recognize and pay tribute to 
Colonel Peter B. Trainer on the occasion of 
his retirement from the United States Air 
Force. 

Colonel Trainer’s professional achievements 
are numerous and I know he would be the first 
to acknowledge that none of them would have 
been possible without the support of his wife 
and family. Colonel Trainer’s parents set the 
example of service as his father, Lt. Colonel 
Thomas R. Trainer, retired after a distin-
guished career in the Air Force. 

He began his distinguished career in 1982 
when he received his commission through 
ROTC at The Citadel in Charleston, South 
Carolina. From there, he proceeded on to nu-
merous important assignments. After com-
pleting the Space Operations Officer Course 
at Lowry AFB, Colorado, he was assigned as 
a Satellite System Controller and later Assist-
ant Chief, Satellite Mission Planning Branch, 
Defense Meteorological Satellite Program 
(DMSP), Offutt AFB, Nebraska. In 1986, he 
was assigned as the Chief of Satellite Oper-
ations, Space Systems Division Los Angeles 
AFB, California where Colonel Trainer was re-
sponsible for all command and control activi-
ties of the launch and early orbit checkout for 
two DMSP satellites. Colonel Trainer was then 
selected for special duty as an Air Force Re-
cruiter and served as the Chief of Operations 
for the 3514th Recruiting Squadron, McGuire 
AFB, New Jersey, where he was responsible 
for Air Force accessions in an area that in-
cluded New York City, New Jersey and Eu-
rope. In 1993, Colonel Trainer was assigned 
to Headquarters, U.S. Space Command where 
he qualified as a Space Surveillance Center 
Commander in the Cheyenne Mountain Oper-
ations Center. He was subsequently selected 
to become Chief of the Space Surveillance 
Section where he was a key player in the 
command’s Space Control Mission. 

In 1995, Colonel Trainer transitioned to his 
present status as a USAF Reserve Officer 
where he was chosen by U.S. Space Com-
mand Director for Operations to be the first 
Space Command Intern to the National Sig-
nals Intelligence Committee. Col. Trainer 
helped to shepherd in a new era of coopera-
tion between Space Command and the Na-
tional Reconnaissance Office. His successes 
continued as he later served as Chief, Space 
Exploitation and Integration Branch at U.S. 
Strategic Command, where he played an inte-
gral role in bringing tactical space capabilities, 
including ‘‘Blue Force Tracking’’ to our com-
batant forces. Following the attacks of Sep-
tember 11, 2001, Colonel Trainer served as 

one of the watch commanders that stood up 
the nation’s Blue Force Tracking Missions 
Management Center during Operation Endur-
ing Freedom. This experience and background 
led to his selection as Individual Mobilization 
Augmentee to the Chief, Space and Missile 
Programs, Air Force Legislative Liaison, advo-
cating for space and missile programs to Con-
gress. Col. Trainer worked extensively with 
our colleagues on the House Armed Services 
Committee Strategic Forces Sub-Committee, 
developing great rapport with former mem-
bers, Rep. Terry Everett and Rep. Ellen Tau-
scher. His dedication and success in sup-
porting numerous projects, including the un-
veiling of the Operational Responsive Space 
Concept to Congress, led to his selection as 
the Legislative Liaison Reservist of the Year in 
2006. 

Perhaps the most challenging assignment 
was his final one as Individual Mobilization 
Augmentee to the Director, National Recon-
naissance Office, where he serves as the sen-
ior reserve officer supporting the NRO and all 
associated Space activities. In this position, he 
leads 60 total force professionals and aids the 
Director in the NRO’s interaction with signifi-
cant mission partners including the Director for 
National Intelligence, National Security Agen-
cy, National Geospatial-Intelligence Agency, 
Air Force Space Command, Strategic Com-
mand and other Combatant Commanders. In 
2010, the Air Force Reserve recognized Col. 
Trainer’s performance by selecting him to its 
Reserve Brigadier General Qualification List. 

Colonel Trainer has excelled throughout his 
distinguished career and I am honored to pay 
tribute to this Airman. Mr. Speaker, I ask my 
colleagues to join me in thanking Colonel Pete 
Trainer, his wife, Melanie, and their son, Nick, 
for their service to our country. I wish them 
Godspeed, and continued happiness as they 
start a new chapter in their lives. 
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SIDLEY AUSTIN LLP’S LOBBYING 
FOR CHINESE TELECOM FIRM 
HUAWEI 

HON. FRANK R. WOLF 
OF VIRGINIA 

IN THE HOUSE OF REPRESENTATIVES 

Tuesday, May 15, 2012 

Mr. WOLF. Mr. Speaker, I submit my recent 
correspondence with Mr. Carter G. Phillips, 
managing partner for Sidley Austin LLP, re-
garding the firm’s representation of Chinese 
telecom firm Huawei. As noted in the letters, 
the U.S. national security community has seri-
ous concerns with Huawei’s connections to 
the People’s Liberation Army and Chinese in-
telligence. 

Equally troubling is Huawei’s well-docu-
mented history of supporting America’s great-
est adversaries—some of the most repressive 
and brutal regimes in modern history—includ-
ing the Taliban regime in Afghanistan, Sad-
dam Hussein regime in Iraq and the current 
regime in Iran. 

Today, through Huawei, China exports its 
repressive technologies to likeminded govern-
ments. An October 27, 2011, Wall Street Jour-
nal piece reported that the Chinese telecom 
giant Huawei ‘‘now dominates Iran’s govern-
ment-controlled mobile-phone industry . . . it 
plays a role in enabling Iran’s state security 
network.’’ 
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Respected national security reporter Bill 

Gertz also recently reported that Huawei has 
also been ‘‘linked to sanctions-busting in Sad-
dam Hussein’s Iraq during the 1990s, when 
the company helped network Iraqi air de-
fenses at a time when U.S. and allied jets 
were flying patrols to enforce a no-fly zone. 
The company also worked with the Taliban 
during its short reign in Afghanistan to install 
a phone system in Kabul.’’ 

For these reasons, I also wrote to Ms. 
Samantha Power, the director for multilateral 
affairs on the National Security Council at the 
White House. I also submit this letter for the 
RECORD. Given Huawei’s troubling activities in 
Iran, I urged Ms. Power, in her capacity as 
chair of the newly-created Atrocities Preven-
tion Board, to consider whether the company 
should be sanctioned. 

It is inconceivable to me that a respected 
law firm like Sidley Austin would represent a 
Chinese state-directed company like Huawei, 
given the significant national security concerns 
as well as its appalling record of supporting 
some of the world’s worst regimes. 

HOUSE OF REPRESENTATIVES, 
Washington, DC, April 25, 2012. 

Mr. CARTER G. PHILLIPS, 
Managing Partner, Sidley Austin LLP, Wash-

ington DC. 
DEAR MR. PHILLIPS: It has recently come 

to my attention that a lobbyist with your 
firm has been retained by the Chinese 
telecom firm Huawei to lobby Congress and 
the administration. 

Given the longstanding and serious con-
cerns from senior officials in the U.S. intel-
ligence and defense communities, as well as 
the Congress, about Huawei’s connections to 
the Peoples’ Liberation Army and the poten-
tial vulnerabilities of its telecom products, I 
was surprised that a firm of your caliber 
would agree to represent a company that is 
so closely connected to the Chinese govern-
ment. 

In all my years in Washington, very rarely 
have I seen the leadership of defense, intel-
ligence and civilian agencies come together 
in such a concerted effort to warn of a secu-
rity threat from a foreign entity. When the 
White House, intelligence community, De-
fense Department and the Commerce Depart-
ment all have worked to block Huawei from 
gaining greater access to U.S. networks, ev-
eryone should take notice. 

Just last month, during a hearing before 
the House Commerce-Justice-Science (CJS) 
Appropriations subcommittee, which I chair, 
Secretary of Commerce John Bryson noted 
that the ‘‘Commerce Department has been 
very focused on Huawei.’’ 

Secretary Bryson told the panel ‘‘I think 
you’re right in characterizing that as a con-
siderable challenge to our country. It ap-
pears that Huawei has capabilities that we 
may not fully detect to divert information. 
It’s a challenge to our country . . . we have 
taken some steps to not have Huawei ad-
vance yet further in our country but the re-
ality is in the market—they are advancing 
further so we need to address that further.’’ 

Also noteworthy is that shortly after Sec-
retary Bryson’s testimony before the CJS 
subcommittee, Australia announced that is 
has banned Huawei from bidding to help 
build a nationwide high-speed Internet net-
work due to concern about cyber attacks 
traced to China. Australia’s actions follow 
several similar moves by the U.S. govern-
ment to block Huawei access to American 
networks. 

In 2009, The Washington Post reported that 
the National Security Agency ‘‘called AT&T 
because of fears that China’s intelligence 

agencies could insert digital trapdoors into 
Huawei’s technology that would serve as se-
cret listening posts in the U.S. communica-
tions network. In 2010, then-Commerce Sec-
retary Locke called Sprint CEO Dan Hesse to 
raise concerns about Huawei, which ulti-
mately resulted in Sprint choosing not to 
use Huawei equipment. 

These moves should not be surprising given 
Huawei’s long-documented deep ties to the 
Chinese government and the Peoples Libera-
tion Army. According to a 2005 report by the 
RAND Corporation, ‘‘both the [Chinese] gov-
ernment and the military tout Huawei as a 
national champion,’’ and ‘‘one does not need 
to dig too deeply to discover that [many Chi-
nese information technology and tele-
communications firms] are the public face 
for, sprang from, or are significantly engaged 
in joint research with state research insti-
tutes under the Ministry of Information In-
dustry, defense-industrial corporations, or 
the military.’’ 

The U.S. business community also is con-
cerned about Huawei. On April 6, The Wall 
Street Journal reported that ‘‘Cisco Systems 
Inc. Chief Executive John Chambers identi-
fied Huawei Technologies Co. as its toughest 
rival, stating that the Chinese company 
doesn’t always ‘play by the rules’ in areas 
such as intellectual property protection and 
computer security . . . he suggested that, 
[unlike Huawei], Cisco is considered trust-
worthy by governments around the world.’’ 

It’s not just Huawei’s longstanding and 
close connections to Chinese intelligence 
that is troubling. Huawei has also been a 
leading supplier of critical telecom services 
to some of the worst regimes around the 
world. Last year, The Wall Street Journal 
reported that Huawei ‘‘now dominates Iran’s 
government-controlled mobile-phone indus-
try . . . it plays a role in enabling Iran’s 
state security network.’’ And given the 
president’s April 23 executive order address-
ing entities that are providing Iran and 
Syria with technologies to repress their peo-
ple, I would think representing Huawei 
would give you further pause. 

For these reasons, I urge you to reconsider 
your firm’s relationship with Huawei. I 
think you would agree that Sidley Austin’s 
reputation and integrity is worth far more 
than its contract with a state-directed com-
pany like Huawei. 

Best wishes. 
Sincerely, 

FRANK R. WOLF, 
Member of Congress. 

SIDLEY AUSTIN LLP, 
Washington, DC, April 27, 2012. 

Re Huawei 

Hon. FRANK R. WOLF, 
Chairman, Commerce-Justice-Science Sub-

committee, Washington, DC. 
DEAR CONGRESSMAN WOLF: Thank you for 

your letter of April 25, 2012. We understand 
your concerns and appreciate your bringing 
them to the firm’s attention. 

Sincerely, 
CARTER G. PHILLIPS, 

Managing Partner. 

HOUSE OF REPRESENTATIVES, 
Washington, DC, April 30, 2012. 

Mr. CARTER G. PHILLIPS, 
Managing Partner, Sidley Austin LLP, Wash-

ington, DC. 
DEAR MR. PHILLIPS: Last week, I wrote you 

sharing concerns about your firm’s represen-
tation of Chinese telecom firm Huawei. This 
company is of great concern to the U.S. na-
tional security community due to its well- 
documented ties to the People’s Liberation 
Army and continued questions about the in-
tegrity of its products. 

Although Huawei generally dismisses all 
legitimate criticisms of its ties to the Chi-
nese government as ‘‘tired disinformation,’’ I 
thought you should be aware that just last 
week the House Armed Services Committee 
singled out the threat from Huawei by name 
in its FY 2013 National Defense Authoriza-
tion Act. 

According to the committee report, the 
committee is concerned about the supply 
chain threat from Chinese telecom firms, 
‘‘specifically Huawei and ZTE Corporation, 
have been, and are likely to continue to pro-
vide billions of dollars in Chinese Govern-
ment support. The report also stated that 
these firms have been blocked from certain 
deals with U.S. firms because of national se-
curity concerns.’’ I have enclosed a copy of 
this section from the report for your ref-
erence. There should be no question that the 
national security community actively con-
siders Huawei a serious concern. 

Perhaps this is due, in part, to Huawei’s 
longstanding history of supporting Amer-
ica’s greatest adversaries—some of the most 
repressive and brutal regimes in modern his-
tory—including the Taliban regime in Af-
ghanistan, Saddam Hussein regime in Iraq 
and the current regime in Iran. 

Through Huawei, China exports its repres-
sive technologies to likeminded govern-
ments. An October 27, 2011, Wall Street Jour-
nal piece reported that the Chinese telecom 
giant Huawei ‘‘now dominates Iran’s govern-
ment-controlled mobile-phone industry . . . 
it plays a role in enabling Iran’s state secu-
rity network.’’ 

Respected national security reporter Bill 
Gertz also recently reported that Huawei has 
also been ‘‘linked to sanctions-busting in 
Saddam Hussein’s Iraq during the 1990s, 
when the company helped network Iraqi air 
defenses at a time when U.S. and allied jets 
were flying patrols to enforce a no-fly zone. 
The company also worked with the Taliban 
during its short reign in Afghanistan to in-
stall a phone system in Kabul.’’ I have also 
enclosed a copy of this article. 

How can an American firm like Sidley Aus-
tin represent a company that has provided 
our enemies with equipment? How does 
Sidley Austin reconcile working for a com-
pany that is empowering the world’s worst 
governments to monitor and repress their 
own people? Certainly this must give you 
pause. 

Huawei is believed to receive billions of 
dollars in subsidies and assistance from the 
Chinese government—the same government 
that is an equal opportunity oppressor of 
people of faith. Catholic bishops, Protestant 
house church leaders and Tibetan Buddhist 
monks and nuns are routinely harassed, im-
prisoned and placed under house arrest. 
China maintains an extensive system of 
slave labor camps as large as that which ex-
isted in the former Soviet Union. 

The 2010 Nobel Prize recipient Liu Xiaobo 
still languishes in prison to this day. China’s 
abysmal human rights record has been 
thrust into the international spotlight with 
the courageous escape last week of Chen 
Guangcheng, the blind lawyer activist who, 
after serving several years in prison on 
trumped up charges, had been confined to a 
virtual prison in his home. 

According to your Web site, Sidley Aus-
tin’s mission is ‘‘to adhere to the highest 
ethical standards.’’ Representing a firm with 
Huawei’s record certainly doesn’t live up to 
your stated mission. 

Again, I urge you to reconsider your firm’s 
representation of Huawei, Rest assured, I 
will continue to inform my colleagues of 
Huawei’s unrepentant record of supporting 
some of the world’s most brutal regimes— 
and America’s greatest adversaries—and the 
U.S. national security community’s contin-
ued concern about their threat to our supply 
chain. 

VerDate Mar 15 2010 05:17 May 16, 2012 Jkt 019060 PO 00000 Frm 00013 Fmt 0626 Sfmt 0634 E:\CR\FM\A15MY8.032 E15MYPT1sm
ar

tin
ez

 o
n 

D
S

K
6T

P
T

V
N

1P
R

O
D

 w
ith

 R
E

M
A

R
K

S



CONGRESSIONAL RECORD — Extensions of RemarksE798 May 15, 2012 
Best wishes. 

Sincerely, 
FRANK R. WOLF, 
Member of Congress. 

OTHER DEFENSE ACTIVITIES 
REVIEW OF THE SUPPLY CHAIN SECURITY AND 

INTEGRITY OF THE NUCLEAR WEAPONS COMPLEX 
The committee is concerned by the find-

ings of the Government Accountability Of-
fice (GAO) in its report, ‘‘IT Supply Chain: 
National Security-Related Agencies Need to 
Better Address Risks’’ (GA0–12–361). The re-
port stated that, ‘‘Although four national se-
curity-related departments—the Depart-
ments of Energy, Homeland Security, Jus-
tice, and Defense—have acknowledged these 
threats, two of the departments—Energy and 
Homeland Security—have not yet defined 
supply chain protection measures for depart-
ment information systems and are not in a 
position to have implementing procedures or 
monitoring capabilities to verify compliance 
with and effectiveness of any such meas-
ures.’’ 

The committee is also aware that its ‘‘2011 
Report to Congress,’’ the U.S.-China Eco-
nomic and Security Review Commission de-
tailed specific supply chain threats origi-
nating from firms linked to the Government 
of the People’s Republic of China. These 
firms, specifically Huawei and ZTE Corpora-
tion, have been, and are likely to continue to 
provide billions of dollars in Chinese Govern-
ment support. The report also stated that 
these firms have been blocked from certain 
deals with U.S. firms because of national se-
curity concerns. 

The committee is concerned by these de-
velopments as well and the information tech-
nology (IT) chain problems reported by GAO. 
Therefore, the committee directs the Sec-
retary of Energy, in consultation with the 
National Counter Intelligence Executive, to 
provide a report to the congressional defense 
committees by August 31, 2012, on the supply 
chain risks to the Department of Energy. 
The report should address the following: (1) 
IT supply chain vulnerabilities of the De-
partment of Energy, with special attention 
paid to the laboratories and plants of the na-
tional nuclear weapons enterprise; (2) Evalu-
ate whether the Department of Energy, or 
any its major contractors, have a supply 
chain that includes technology produced by 
Huawei or ZTE Corporation; and (3) A plan 
for implementation of the recommendations 
of the GAO report referenced above. 

Finally, the committee is aware that sec-
tion 806 of the Ike Skelton National Defense 
Authorization Act for Fiscal Year 2011 (Pub-
lic Law 111–383) provided the Department of 
Defense the authority to protect its supply 
chain. The committee is also aware that sec-
tion 309 of the Intelligence Authorization 
Act for Fiscal Year 2012 (Public Law 112–87) 
provided the intelligence community similar 
authority. The committee further directs the 
Secretary of Energy to include in the report 
an assessment of any concerns may have 
about providing similar authority in order to 
protect the Department of Energy’s IT sup-
ply chain. 

HOUSE OF REPRESENTATIVES, 
Washington, DC, May 8, 2012. 

Ms. SAMANTHA POWER, 
Director For Multilateral Affairs, National Se-

curity Council, Washington DC 20500 
DEAR MS. POWER, I write regarding the ad-

ministration’s recently released initiative on 
atrocities prevention. As you know, this is 
an issue about which I care deeply and I am 
encouraged to see these matters prioritized. 
Moving forward, it will be essential to ensure 
that these efforts don’t simply result in addi-
tional monitoring, but rather are the impe-
tus for action in the face of grave human 
rights abuses. 

My reason for writing is two-fold. I noted 
with interest President Obama’s recent exec-
utive order authorizing sanctions and visa 
bans against those who commit or facilitate 
grave human rights abuses by means of fa-
cilitating information technology capabili-
ties in Syria and Iran. It is my under-
standing that the sanctions are intended to 
impact not just the regimes in question, but 
the companies that enable them by providing 
technology which is ultimately used to op-
press and brutalize the citizens of these 
lands. This executive order is an important 
first step, but I respectfully urge the admin-
istration to broaden the scope to include 
countries such as China which has a long and 
well-established track record of using tech-
nology to repress and even imprison its citi-
zens. 

Further, I urge the administration to ex-
amine whether Huawei Technologies, a Chi-
nese telecom firm with deep connections to 
the People’s Liberation Army (PLA) and Chi-
nese intelligence, should be among the com-
panies sanctioned under this new executive 
order. As you may know, Huawei has been a 
leading supplier of critical telecom services 
to some of the worst regimes around the 
world, including Iran. On October 27, 2011, 
the Wall Street Journal reported that 
Huawei ‘‘now dominates Iran’s government- 
controlled mobile-phone industry . . . it 
plays a role in enabling Iran’s state security 
network.’’ The article continued, ‘‘This year 
Huawei made a pitch to Iranian government 
officials to sell equipment for a mobile news 
service on Iran’s second-large mobile-phone 
operator, MTN Irancell. According to a per-
son who attended the meeting, Huawei rep-
resentatives emphasized that, being from 
China, they had expertise censoring the 
news.’’ 

You may be aware that Huawei’s actions in 
Iran appear to be consistent with its prac-
tice, Over many years, of doing business with 
rogue regimes. In a March 13, 2012 Wash-
ington Free Beacon piece, respected national 
security reporter, Bill Gertz, wrote, ‘‘Huawei 
has been linked to sanctions-busting in Sad-
dam Hussein’s Iraq during the 1990s, when 
the company helped network Iraqi air de-
fenses at a time when U.S. and allied jets 
were flying patrols to enforce a no-fly zone. 
The company also worked with the Taliban 
during its short reign in Afghanistan to in-
stall a phone system in Kabul.’’ 

While there have been initial news reports 
suggesting that Huawei, in the face of public 
scrutiny and criticism, may be scaling back 
its operations in Iran, the Wall Street Jour-
nal also reported on December 10, 2011, that 
‘‘Huawei, which has about 1,000 employees in 
Iran, said it plans to continue servicing its 
existing Iranian contracts.’’ 

In light of these realities, I respectfully re-
quest that the newly created Atrocities Pre-
vention Board to take up these matters at 
the earliest possible time. I look forward to 
your prompt response. 

Best wishes. 
Sincerely, 

FRANK R. WOLF, 
Member of Congress. 

f 

EXPORT-IMPORT BANK 
REAUTHORIZATION ACT OF 2012 

SPEECH OF 

HON. HENRY C. ‘‘HANK’’ JOHNSON, JR. 
OF GEORGIA 

IN THE HOUSE OF REPRESENTATIVES 
Wednesday, May 9, 2012 

Mr. JOHNSON of Georgia. Mr. Speaker, 
today I rise in support of H.R. 2072, the Ex-
port-Import Reauthorization Act of 2012. 

Since it was established in 1934, the Ex-Im 
Bank has helped to support American exports 
by providing loan guarantees, working capital 
guarantees, export credit insurance, and direct 
loans to American companies and foreign 
businesses that purchase American products. 

The Ex-Im Bank has supported more than 
$450 billion of U.S. exports since its inception. 

Over the last 5 years the Ex-Im bank has 
supported 11,000 transactions and $65.5 bil-
lion, supporting American jobs and American 
businesses in more than 2,000 communities 
nationwide. 

Since 2007, in my home state of Georgia, 
the Ex-Im Bank has supported the trading ac-
tivities of 129 companies, 60 percent of which 
were small businesses—supporting over $2 
billion dollars in total export sales. 

In my district over the same time period, the 
Ex-Im Bank has assisted 16 companies—in-
cluding nine small businesses and four minor-
ity-owned businesses—supporting more than 
$270 million dollars in total export sales. 

John Chihade, Vice President of Chihade 
International, a small business in my district, 
told my office, quote, 

‘‘Without the Ex-Im Bank I would not have 
been able to get the line of credit that I cur-
rently have. With the SBA my line of credit 
was $5 million, but with the support of the 
Ex-Im Bank I am now up to $71⁄2 million. 
This has allowed me to really grow my busi-
ness. I’ve gone from 3 employees to 42 em-
ployees in 4 years.’’ 

Because of the Ex-Im Bank’s support for Mr. 
Chihade’s company, not only was he able to 
sustain his business during the worst eco-
nomic recession in America’s history, but he 
was able to grow his business and create 
jobs. 

In Fiscal Year 2011, the Ex-Im Bank pro-
vided $6 billion in financing and insurance to 
American small businesses and has set a goal 
of providing $9 billion annually, adding 5,000 
new businesses to its portfolio by 2015. 

These 5,000 new businesses will be better 
able to sell goods in the global market place 
and expand their enterprises, creating jobs 
and opportunity while strengthening and ex-
panding America’s global commercial reach. 

It’s no wonder that the Ex-Im Bank plays 
such a key role in the President’s National Ex-
port Initiative, a plan to double U.S. exports in 
five years to support 2 million jobs in the 
United States. 

Our work to reauthorize the Ex-Im Bank is 
a rare example of effective government in this 
House, and I have to commend my col-
leagues, the Majority Leader and the Minority 
Whip, for working so hard to make sure this 
key priority of the Obama Administration is 
passed. My colleagues have not only recog-
nized the need to reauthorize the Ex-Im Bank, 
but also the need for improvements to ensure 
the long term success of the Bank. 

The provision that directs the Secretary of 
the Treasury to look at the impact of the 
Bank’s activities on private competition will 
provide the Ex-Im Bank and Congress with the 
information that is needed to ensure that the 
Bank’s lending practices do not unintentionally 
benefit one U.S. industry at the expense of 
another. 

Also—and I think that most of my Repub-
lican colleagues will agree—the provision that 
raises the Ex-Im Bank’s lending cap by $40 
billion is critically important to ensuring that 
the U.S. can continue to support American ex-
porters by matching the unfair export financing 
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